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# Restrictions on disclosure and use of information

Restriction on Disclosure and Use of Confidential Information. The Executive understands and agrees that the Confidential Information constitutes an asset of the Company and its affiliated entities and may not be converted to the Executive's own use. Accordingly, the Executive hereby agrees that the Executive shall not, directly, or indirectly, at any time, reveal, divulge, or disclose to any Person not expressly authorized by the Company any Confidential Information, and the Executive shall not, directly, or indirectly, use or make use of any Confidential Information in connection with any business activity other than that of the Company. The parties acknowledge and agree that this Agreement is not intended to, and does not, alter either the Company's rights or the Executive's obligations under any state or federal statutory or common law regarding trade secrets and unfair trade.

# Operation Method

* 1. Posture Review
  2. Information Gathering
  3. Enumeration
  4. Vulnerability Assessment
  5. Analyze & Evaluate Risk Value
  6. Report
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Figure 1: Operation Method

# Project Scope

## **3.1 Infrastructure Vulnerability Assessment**

**Target / IP Address:**

| **No.** | **Domain / Server Name** | **Public IP Address** | **Private IP Address** | **OS/Model** | **Functions** | **Public Assessment** | **Private Assessment** |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | - | - | - | - | - | - | ✓ |

# Testing Tools

|  |  |
| --- | --- |
| **Tool Name** | **Testing Type** |
| Nmap | Host and Service Discovery |
| Greenbone | Infrastructure Vulnerability Assessment |

# Infrastructure Vulnerability Assessment

**Vulnerability Assessment from Public Access (for public target)**

**Testing date:** <<Date SCAN>>

**Tester IP Address:** <<IP Target>>

![Diagram

Description automatically generated](data:image/png;base64,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)

Figure 2: Vulnerability Assessment from Public Access

**Vulnerability Assessment from Private Access (for private or restricted access target)**

**Testing date:** <<Date SCAN>>

**Tester IP Address:** Private IP from VPN access
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Figure 3: Vulnerability Assessment from Private Access

## **5.1 Target Information**

| **No.** | **Domain / Server Name** | **IP Address** | **OS/Model** | **Port** |
| --- | --- | --- | --- | --- |
| 1 | - | 172.28.131.23 | - | TCP : 22, 80, 427, 443, 902, 5988, 5989, 8000, 8300, 9080 |
| 2 | - | 172.28.131.24 | - | TCP : 22, 80, 443, 3011, 3031, 5432, 8080, 8090, 9090, 9200 |
| 3 | - | 172.28.131.48 | - | TCP : 135, 139, 445, 3389 |
| 4 | - | 172.28.131.49 | - | TCP : 135, 139, 445, 3306, 3389, 4848, 8080, 8181, 10001 |
| 5 | - | 172.28.131.102 | - | TCP : 135, 139, 443, 445, 3389, 4000, 6001, 6101, 7000, 27000, 49152, 49153, 49154, 50002 |
| 6 | - | 172.28.131.105 | - | TCP : 80, 135, 139, 445, 1007, 1010, 1011, 1433, 2007, 3389, 4045, 9998, 49152, 49153, 49154 |
| 7 | - | 172.28.131.108 | - | TCP : 135, 139, 445, 3389, 49152, 49153, 49154, 49155 |
| 8 | - | 172.28.135.223 | - | TCP : 80, 135, 139, 445, 3389, 5800, 5900, 49152, 49153, 49154, 49155, 49156 |
| 9 | - | 172.28.136.118 | - | TCP : 135, 139, 445, 1433, 3211, 3389, 65000 |
| 10 | - | 172.28.136.153 | - | TCP : 80, 135, 139, 443, 445, 3389, 49152, 49153, 49154, 49155, 49167 |
| 11 | - | 172.28.137.52 | - | TCP : 22, 111, 1556, 3211, 3301, 6001, 8000, 8001, 8081, 13782 |
| 12 | - | 172.28.140.41 | - | TCP : 22, 80, 427, 443, 902, 5988, 5989, 8000, 8300, 9080 |
| 13 | - | 172.28.140.43 | - | TCP : 22, 9000 |
| 14 | - | 172.28.140.45 | - | TCP : 22, 81, 443, 8080, 9000 |
| 15 | - | 172.28.190.131 | - | TCP : 135, 139, 445, 3389, 49152, 49153, 49154, 49155, 49157, 49167 |
| 16 | - | 172.28.190.133 | - | TCP : 80, 135, 139, 443, 445, 3389, 49152, 49153, 49154, 49155, 49159, 65000 |

## **5.2 Executive summary**

The purpose of this activity is to find the vulnerability on the target infrastructure.

### **5.2.1 Summary Vulnerability by Severity**
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Figure 4: Summary by Severity of Infrastructure Vulnerability Assessment

### **5.2.2 Vulnerability by Target**

| **No.** | **Domain/Server Name** | **IP Address** | **Critical** | **High** | **Medium** | **Low** | **Total** |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | - | 172.28.130.33 | 0 | 0 | 5 | 0 | 5 |
| 2 | - | 172.28.130.35 | 0 | 0 | 6 | 0 | 6 |
| 3 | - | 172.28.130.37 | 0 | 0 | 5 | 0 | 5 |
| 4 | - | 172.28.130.128 | 0 | 3 | 13 | 1 | 17 |
| 5 | - | 172.28.130.190 | 0 | 77 | 81 | 4 | 162 |
| 6 | - | 172.28.131.23 | 0 | 0 | 7 | 1 | 8 |
| 7 | - | 172.28.131.24 | 0 | 1 | 17 | 2 | 20 |
| 8 | - | 172.28.131.48 | 0 | 0 | 2 | 1 | 3 |
| 9 | - | 172.28.131.49 | 0 | 1 | 7 | 0 | 8 |
| 10 | - | 172.28.131.102 | 0 | 0 | 9 | 1 | 10 |
| 11 | - | 172.28.131.105 | 0 | 0 | 4 | 1 | 5 |
| 12 | - | 172.28.131.108 | 0 | 8 | 28 | 3 | 39 |
| 13 | - | 172.28.135.188 | 0 | 0 | 0 | 1 | 1 |
| 14 | - | 172.28.135.189 | 0 | 0 | 2 | 1 | 3 |
| 15 | - | 172.28.135.223 | 0 | 0 | 5 | 1 | 6 |
| 16 | - | 172.28.136.111 | 0 | 0 | 5 | 1 | 6 |
| 17 | - | 172.28.136.118 | 0 | 0 | 3 | 1 | 4 |
| 18 | - | 172.28.136.141 | 0 | 0 | 3 | 0 | 3 |
| 19 | - | 172.28.136.153 | 0 | 1 | 4 | 1 | 6 |
| 20 | - | 172.28.137.52 | 0 | 0 | 6 | 0 | 6 |
| 21 | - | 172.28.137.112 | 0 | 2 | 12 | 1 | 15 |
| 22 | - | 172.28.188.167 | 0 | 1 | 5 | 2 | 8 |
| 23 | - | 172.28.188.168 | 0 | 1 | 9 | 2 | 12 |
| 24 | - | 172.28.190.131 | 0 | 0 | 4 | 1 | 5 |
| 25 | - | 172.28.190.133 | 0 | 0 | 6 | 1 | 7 |
| 26 | - | 172.28.190.139 | 0 | 0 | 3 | 1 | 4 |
| 27 | - | 172.28.190.153 | 0 | 0 | 3 | 0 | 3 |
| **Total** | | | 0 | 95 | 254 | 28 | 377 |

## **5.3 Infrastructure Vulnerability Detail**

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 1 | **Finding** | PHP 7.4.28, 8.0.x 8.0.16, 8.1.x 8.1.3 Security Update (Feb 2022) - Windows |
| **Severity** | **High** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 9.8 | | |
| **Detail** | Fix #81708: UAF due to php\_filter\_float() failing for ints. | | |
| **Solution** | Update to version 7.4.28, 8.0.16, 8.1.3 or later. | | |
| **Remark** | CVE: CVE-2021-21708 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 2 | **Finding** | PHP 5.3.7 - 7.3.31, 7.4.x 7.4.25, 8.0.x 8.0.12 Security Update (Oct 2021) - Windows |
| **Severity** | **High** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 7.0 | | |
| **Detail** | Fixed bug #81026 (PHP-FPM oob R/W in root process leading to  privilege escalation). | | |
| **Solution** | Update to version 7.3.32 (not released yet), 7.4.25, 8.0.12 or  later. | | |
| **Remark** | CVE: CVE-2021-21703 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 3 | **Finding** | PHP CVE-2017-7189 Improper Input Validation Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | main/streams/xp\_socket.c in PHP misparses fsockopen calls, such as by  interpreting fsockopen('127.0.0.1:80', 443) as if the address/port were 127.0.0.1:80:443, which is later  truncated to 127.0.0.1:80. This behavior has a security risk if the explicitly provided port number  (i.e., 443 in this example) is hardcoded into an application as a security policy, but the hostname  argument (i.e., 127.0.0.1:80 in this example) is obtained from untrusted input. | | |
| **Solution** | No solution was made available by the vendor. General solution options  are to upgrade to a newer release, disable respective features, remove the product or replace the product  by another one.  Note: PHP versions 7.0.18 and 7.1.4 introduced a fix which was reverted again in version 7.0.19 / 7.1.5 respectively  and the fix wasn't introduced again as of today (08-2020). | | |
| **Remark** | CVE: CVE-2017-7189 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 4 | **Finding** | Apache Tomcat DoS Vulnerability (Apr 2014) - Windows |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | MultipartStream.java in Apache Commons FileUpload before 1.3.1,  as used in Apache Tomcat, allows remote attackers to cause a denial of service (infinite loop and  CPU consumption) via a crafted Content-Type header that bypasses a loop's intended exit conditions. | | |
| **Solution** | Update to version 7.0.52, 8.0.3 or later. | | |
| **Remark** | CVE: CVE-2014-0050 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 5 | **Finding** | Apache Tomcat DoS Vulnerability - June20 (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | A specially crafted sequence of HTTP/2 requests sent to Apache Tomcat could  trigger high CPU usage for several seconds. If a sufficient number of such requests were made on concurrent  HTTP/2 connections, the server could become unresponsive. | | |
| **Solution** | Update to version 8.5.56, 9.0.36, 10.0.0-M6 or later. | | |
| **Remark** | CVE: CVE-2020-11996 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 6 | **Finding** | Apache Tomcat HTTP Request Line Information Disclosure Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.1 | | |
| **Detail** | The code that parsed the HTTP request line  permitted invalid characters. This could be exploited, in conjunction with a  proxy that also permitted the invalid characters but with a different  interpretation, to inject data into the HTTP response. | | |
| **Solution** | Upgrade to version 9.0.0.M13,  8.5.8, 8.0.39, 7.0.73, 6.0.48 or later. | | |
| **Remark** | CVE: CVE-2016-6816 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 7 | **Finding** | Apache Tomcat RCE Vulnerability - May20 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 7.0 | | |
| **Detail** | If:  - an attacker is able to control the contents and name of a file on the server and  - the server is configured to use the PersistenceManager with a FileStore and  - the PersistenceManager is configured with sessionAttributeValueClassNameFilter='null' (the default unless a  SecurityManager is used) or a sufficiently lax filter to allow the attacker provided object to be  deserialized and  - the attacker knows the relative file path from the storage location used by FileStore to the file the  attacker has control over  then, using a specifically crafted request, the attacker will be able to trigger remote code execution via  deserialization of the file under their control. Note that all of conditions must be true for the attack to  succeed. | | |
| **Solution** | Update to version 7.0.104, 8.5.55, 9.0.35, 10.0.0-M5 or later. | | |
| **Remark** | CVE: CVE-2020-9484 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 8 | **Finding** | Apache Tomcat pipelined Requests Information Disclosure Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | A bug in the handling of the pipelined  requests when send file was used resulted in the pipelined request being  lost when send file processing of the previous request completed. | | |
| **Solution** | Upgrade to version 9.0.0.M19,  8.5.13, 8.0.43, 7.0.77, 6.0.53 or later. | | |
| **Remark** | CVE: CVE-2017-5647 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 9 | **Finding** | Apache Tomcat DoS Vulnerability (Sep 2021) - Windows |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | When Tomcat was configured to use NIO+OpenSSL or NIO2+OpenSSL  for TLS, a specially crafted packet could be used to trigger an infinite loop resulting in a  denial of service. | | |
| **Solution** | Update to version 8.5.64, 9.0.44, 10.0.4 or later. | | |
| **Remark** | CVE: CVE-2021-41079 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 10 | **Finding** | Apache Tomcat DoS Vulnerability - June19 (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The fix for CVE-2019-0199 was incomplete and did not address HTTP/2 connection  window exhaustion on write. By not sending WINDOW\_UPDATE messages for the connection window (stream 0) clients  are able to cause server-side threads to block eventually leading to thread exhaustion and a DoS. | | |
| **Solution** | Update to version 8.5.41, 9.0.20 or later. | | |
| **Remark** | CVE: CVE-2019-10072 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 11 | **Finding** | Apache Tomcat RCE Vulnerability (Mar21) - Windows |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 7.0 | | |
| **Detail** | The fix for CVE-2020-9484 was incomplete. When using a highly unlikely  configuration edge case, the Tomcat instance is still vulnerable to CVE-2020-9484. Note that both the  previously published prerequisites for CVE-2020-9484 also apply to this issue. | | |
| **Solution** | Update to version 7.0.108, 8.5.63, 9.0.43, 10.0.2 or later. | | |
| **Remark** | CVE: CVE-2021-25329 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 12 | **Finding** | Apache Tomcat Multiple DoS Vulnerabilities - July20 (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The following vulnerabilitities exist:  - HTTP/2 Denial of Service (CVE-2020-13934)  - WebSocket Denial of Service (CVE-2020-13935) | | |
| **Solution** | Update to version 8.5.57, 9.0.37, 10.0.0-M7 or later. | | |
| **Remark** | CVE: CVE-2020-13934 CVE: CVE-2020-13935 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 13 | **Finding** | Apache Tomcat DoS Vulnerability - June19 (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The HTTP/2 implementation accepts streams with excessive numbers of SETTINGS  frames and also permitts clients to keep streams open without reading/writing request/response data. By keeping  streams open for requests that utilises the Servlet API's blocking I/O, clients are able to cause server-side  threads to block eventually leading to thread exhaustion and a DoS. | | |
| **Solution** | Update to version 8.5.41, 9.0.20 or later. | | |
| **Remark** | CVE: CVE-2019-10072 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 14 | **Finding** | Apache Tomcat SecurityManager Information Disclosure Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 9.1 | | |
| **Detail** | A some calls to application listeners  did not use the appropriate facade object. When running an untrusted  application under a SecurityManager, it was therefore possible for  that untrusted application to retain a reference to the request or  response object and thereby access and/or modify information associated  with another web application. | | |
| **Solution** | Upgrade to version 9.0.0.M18,  8.5.12, 8.0.42, 7.0.76 or later. | | |
| **Remark** | CVE: CVE-2017-5648 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 15 | **Finding** | Apache Tomcat Privilege Escalation Vulnerability - Dec19 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 7.0 | | |
| **Detail** | When Tomcat is configured with the JMX Remote Lifecycle Listener, a local  attacker without access to the Tomcat process or configuration files is able to manipulate the RMI registry to  perform a man-in-the-middle attack to capture user names and passwords used to access the JMX interface. The  attacker can then use these credentials to access the JMX interface and gain complete control over the Tomcat  instance. | | |
| **Solution** | Update to version 7.0.99, 8.5.49, 9.0.29 or later. As a mitigation disable  Tomcat's JmxRemoteLifecycleListener and use the built-in remote JMX facilities provided by the JVM. | | |
| **Remark** | CVE: CVE-2019-12418 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 16 | **Finding** | Apache Tomcat NIO HTTP connector Information Disclosure Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The flaw exists due to error handling of the  send file code for the NIO HTTP connector in Apache Tomcat resulting in the  current Processor object being added to the Processor cache multiple times.  This in turn means that the same Processor could be used for concurrent requests.  Sharing a Processor can result in information leakage between requests including,  not not limited to, session ID and the response body. | | |
| **Solution** | Upgrade to Apache Tomcat version 9.0.0.M15  or 8.5.9 or 8.0.41 or 7.0.75 or 6.0.50 or later. | | |
| **Remark** | CVE: CVE-2016-8745 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 17 | **Finding** | Apache Tomcat HTTP/2 Vulnerability - Dec20 (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | It was discovered that Apache Tomcat could re-use an HTTP request header value  from the previous stream received on an HTTP/2 connection for the request associated with the subsequent stream.  While this would most likely lead to an error and the closure of the HTTP/2 connection, it is possible that  information could leak between requests. | | |
| **Solution** | Update to version 8.5.60, 9.0.40, 10.0.0-M10 or later. | | |
| **Remark** | CVE: CVE-2020-17527 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 18 | **Finding** | Apache Tomcat DoS Vulnerability - March19 (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The HTTP/2 implementation accepts streams with excessive numbers of SETTINGS  frames and also permitts clients to keep streams open without reading/writing request/response data. By keeping  streams open for requests that utilises the Servlet API's blocking I/O, clients are able to cause server-side  threads to block eventually leading to thread exhaustion and a DoS. | | |
| **Solution** | Update to version 8.5.38, 9.0.16 or later. | | |
| **Remark** | CVE: CVE-2019-0199 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 19 | **Finding** | Apache Tomcat Multiple Vulnerabilities - Feb20 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 9.8 | | |
| **Detail** | Apache Tomcat is prone to multiple vulnerabilities:  - HTTP request smuggling vulnerability (CVE-2020-1935)  - AJP Request Injection and potential Remote Code Execution dubbed 'Ghostcat' (CVE-2020-1938) | | |
| **Solution** | Update to version 7.0.100, 8.5.51, 9.0.31 or later. | | |
| **Remark** | CVE: CVE-2020-1935 CVE: CVE-2020-1938 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 20 | **Finding** | Apache Tomcat RCE Vulnerability - April19 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 8.1 | | |
| **Detail** | When running on Windows with enableCmdLineArguments enabled, the CGI Servlet  is vulnerable to Remote Code Execution due to a bug in the way the JRE passes command line arguments to Windows.  The CGI Servlet is disabled by default. The CGI option enableCmdLineArguments is disabled by default in Tomcat. | | |
| **Solution** | Update to version 7.0.94, 8.5.40, 9.0.19 or later. | | |
| **Remark** | CVE: CVE-2019-0232 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 21 | **Finding** | Apache Tomcat Session Fixation Vulnerability - Dec19 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | When using FORM authentication there was a narrow window where an attacker  could perform a session fixation attack. The window was considered too narrow for an exploit to be practical  but, erring on the side of caution, this issue has been treated as a security vulnerability. | | |
| **Solution** | Update to version 7.0.99, 8.5.50, 9.0.30 or later. | | |
| **Remark** | CVE: CVE-2019-17563 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 22 | **Finding** | Apache Tomcat Security Manager Bypass Vulnerability - 01 - Feb16 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 8.8 | | |
| **Detail** | The flaw exists due to an improper validation  of several session persistence mechanisms and the StatusManagerServlet loaded  by a web application when a security manager was configured. | | |
| **Solution** | Upgrade to version 6.0.45 or 7.0.68 or  8.0.32 or 9.0.0.M3 or later. | | |
| **Remark** | CVE: CVE-2016-0714 CVE: CVE-2016-0706 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 23 | **Finding** | Apache Tomcat Security Bypass Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The error page mechanism of the Java Servlet  Specification requires that, when an error occurs and an error page is  configured for the error that occurred, the original request and response are  forwarded to the error page. This means that the request is presented to the  error page with the original HTTP method. If the error page is a static file,  expected behaviour is to serve content of the file as if processing a GET request,  regardless of the actual HTTP method. Tomcat's Default Servlet did not do this.  Depending on the original request this could lead to unexpected and undesirable  results for static error pages including, if the DefaultServlet is configured to  permit writes, the replacement or removal of the custom error page | | |
| **Solution** | Upgrade to version 9.0.0.M21, or 8.5.15,  or 8.0.44, or 7.0.78 or later. | | |
| **Remark** | CVE: CVE-2017-5664 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 24 | **Finding** | Apache Tomcat Hostname Verification Security Bypass Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The flaw exists due to a missing host name  verification when using TLS with the WebSocket client. | | |
| **Solution** | Upgrade to Apache Tomcat version 9.0.10 or  8.5.32 or 8.0.53 or 7.0.90 or later. Please see the references for more information. | | |
| **Remark** | CVE: CVE-2018-8034 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 25 | **Finding** | Apache Tomcat AJP RCE Vulnerability (Ghostcat) |
| **Severity** | **High** | **Port** | TCP: 8009 |
| **Target** | 172.28.130.190(8009) | | |
| **CVS 3.0**  **Score** | 9.8 | | |
| **Detail** | Apache Tomcat server has a file containing vulnerability, which can be used by  an attacker to read or include any files in all webapp directories on Tomcat, such as webapp configuration files  or source code. | | |
| **Solution** | Update Apache Tomcat to version 7.0.100, 8.5.51, 9.0.31 or later. For other products  using Tomcat please contact the vendor for more information on fixed versions. | | |
| **Remark** | CVE: CVE-2020-1938 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 26 | **Finding** | Apache Tomcat VirtualDirContext Information Disclosure Vulnerability (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | The flaw is due to an improper serving of  files via 'VirtualDirContext'. | | |
| **Solution** | Upgrade to Tomcat version 7.0.81 or later. | | |
| **Remark** | CVE: CVE-2017-12616 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 27 | **Finding** | Apache Tomcat Information Disclosure Vulnerability (Mar21) - Windows |
| **Severity** | **High** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | When responding to new h2c connection requests, Apache Tomcat could  duplicate request headers and a limited amount of request body from one request to another meaning user A  and user B could both see the results of user A's request. | | |
| **Solution** | Update to version 8.5.63, 9.0.43, 10.0.2 or later. | | |
| **Remark** | CVE: CVE-2021-25122 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 28 | **Finding** | Apache Tomcat Denial Of Service Vulnerability - Jun15 (Windows) |
| **Severity** | **High** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 7.8 | | |
| **Detail** | The flaw is due to improper handling of  cases where an HTTP response occurs before finishing the reading of an  entire request body. | | |
| **Solution** | Upgrade to version 6.0.44 or 7.0.55 or  8.0.9 or later. | | |
| **Remark** | CVE: CVE-2014-0230 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 29 | **Finding** | SSL/TLS: Report Vulnerable Cipher Suites for HTTPS |
| **Severity** | **High** | **Port** | TCP: 443, 8443, 10102 |
| **Target** | 172.28.130.190(8443), 172.28.131.49(10102), 172.28.136.153(443), 172.28.188.167(443), 172.28.188.168(443) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | These rules are applied for the evaluation of the vulnerable cipher suites:  - 64-bit block cipher 3DES vulnerable to the SWEET32 attack (CVE-2016-2183). | | |
| **Solution** | The configuration of this services should be changed so  that it does not accept the listed cipher suites anymore.  Please see the references for more resources supporting you with this task. | | |
| **Remark** | CVE: CVE-2016-2183 CVE: CVE-2016-6329 CVE: CVE-2020-12872 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 30 | **Finding** | SSL/TLS: OpenSSL CCS Man in the Middle Security Bypass Vulnerability |
| **Severity** | **High** | **Port** | TCP: 3031 |
| **Target** | 172.28.131.24(3031) | | |
| **CVS 3.0**  **Score** | 7.4 | | |
| **Detail** | OpenSSL does not properly restrict processing of ChangeCipherSpec  messages, which allows man-in-the-middle attackers to trigger use of a zero-length master key in  certain OpenSSL-to-OpenSSL communications, and consequently hijack sessions or obtain sensitive  information, via a crafted TLS handshake, aka the 'CCS Injection' vulnerability. | | |
| **Solution** | Updates are available. Please see the references for more information. | | |
| **Remark** | CVE: CVE-2014-0224 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 31 | **Finding** | Oracle Mysql Security Update (cpuoct2018 - 02) - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 9.8 | | |
| **Detail** | Multiple flaws exist due to:  - An unspecified error within 'InnoDB (zlib)' component of MySQL Server.  - An unspecified error within 'Server: Parser' component of MySQL Server.  - An unspecified error within 'Client programs' component of MySQL Server.  - An unspecified error within 'Server: Storage Engines' component of MySQL Server. | | |
| **Solution** | The vendor has released updates. Please see the references for  more information. | | |
| **Remark** | CVE: CVE-2018-3133 CVE: CVE-2018-3174 CVE: CVE-2018-3282 CVE: CVE-2016-9843 CVE: CVE-2016-9840 CVE: CVE-2016-9841 CVE: CVE-2016-9842 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 32 | **Finding** | Oracle Mysql Security Updates (jan2018-3236628) 04 - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 7.1 | | |
| **Detail** | The flaw exists due to an error in  'Server:Partition' component. | | |
| **Solution** | Apply the patch from the referenced advisory. | | |
| **Remark** | CVE: CVE-2018-2562 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 33 | **Finding** | Oracle MySQL Server = 5.6.42 / 5.7 = 5.7.24 / 8.0 = 8.0.13 Security Update (cpujan2019) - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 7.1 | | |
| **Detail** | The attacks range in variety and difficulty. Most of them allow an attacker  with network access via multiple protocols to compromise the MySQL Server.  For further information refer to the official advisory via the referenced link. | | |
| **Solution** | Updates are available. Apply the necessary patch from the referenced link. | | |
| **Remark** | CVE: CVE-2019-2534 CVE: CVE-2019-2529 CVE: CVE-2019-2482 CVE: CVE-2019-2455 CVE: CVE-2019-2503 CVE: CVE-2018-0734 CVE: CVE-2019-2537 CVE: CVE-2019-2481 CVE: CVE-2019-2507 CVE: CVE-2019-2531 CVE: CVE-2018-5407 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 34 | **Finding** | Oracle MySQL Server = 5.6.48 Security Update (cpujul2020) - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.49 or later. | | |
| **Remark** | CVE: CVE-2020-1967 CVE: CVE-2020-14539 CVE: CVE-2020-14559 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 35 | **Finding** | Oracle MySQL Server = 5.7.35 / 8.0 = 8.0.26 Security Update (cpuoct2021) - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 9.8 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.36, 8.0.27 or later. | | |
| **Remark** | CVE: CVE-2021-3711 CVE: CVE-2021-22926 CVE: CVE-2021-35604 CVE: CVE-2021-35624 CVE: CVE-2021-22922 CVE: CVE-2021-22923 CVE: CVE-2021-22924 CVE: CVE-2021-22925 CVE: CVE-2021-22945 CVE: CVE-2021-22946 CVE: CVE-2021-22947 CVE: CVE-2021-3712 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 36 | **Finding** | Oracle MySQL Denial Of Service Vulnerability Feb17 (Windows) |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | Multiple errors exist as,  - In sql-common/client.c script 'mysql\_prune\_stmt\_list' function, the for loop  adds elements to pruned\_list without removing it from the existing list.  - If application gets disconnected just before it tries to prepare a new  statement, 'mysql\_prune\_stmt\_list' tries to detach all previously prepared  statements. | | |
| **Solution** | Upgrade to Oracle MySQL version 5.6.21 or  5.7.5 or later. | | |
| **Remark** | CVE: CVE-2017-3302 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 37 | **Finding** | Oracle MySQL Server = 5.7.33 / 8.0 = 8.0.23 Security Update (cpuapr2021) - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 7.4 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.34, 8.0.24 or later. | | |
| **Remark** | CVE: CVE-2021-3449 CVE: CVE-2021-3450 CVE: CVE-2021-23840 CVE: CVE-2021-23841 CVE: CVE-2021-2307 CVE: CVE-2021-2304 CVE: CVE-2021-2180 CVE: CVE-2021-2194 CVE: CVE-2021-2166 CVE: CVE-2021-2179 CVE: CVE-2021-2226 CVE: CVE-2021-2169 CVE: CVE-2021-2146 CVE: CVE-2021-2174 CVE: CVE-2021-2171 CVE: CVE-2021-2162 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 38 | **Finding** | Oracle MySQL Server = 5.7.29 / 8.0 = 8.0.19 Security Update (cpuapr2021) - Windows |
| **Severity** | **High** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 7.2 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.30, 8.0.20 or later. | | |
| **Remark** | CVE: CVE-2021-2144 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 39 | **Finding** | OpenSSH Multiple Vulnerabilities Jan17 (Windows) |
| **Severity** | **High** | **Port** | TCP: 22 |
| **Target** | 172.28.137.112(22) | | |
| **CVS 3.0**  **Score** | 7.3 | | |
| **Detail** | Multiple flaws exist due to:  - An 'authfile.c' script does not properly consider the effects of realloc  on buffer contents.  - The shared memory manager (associated with pre-authentication compression)  does not ensure that a bounds check is enforced by all compilers.  - The sshd in OpenSSH creates forwarded Unix-domain sockets as root, when  privilege separation is not used.  - An untrusted search path vulnerability in ssh-agent.c in ssh-agent.  - NULL pointer dereference error due to an out-of-sequence NEWKEYS message. | | |
| **Solution** | Upgrade to OpenSSH version 7.4 or later. | | |
| **Remark** | CVE: CVE-2016-10009 CVE: CVE-2016-10010 CVE: CVE-2016-10011 CVE: CVE-2016-10012 CVE: CVE-2016-10708 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 40 | **Finding** | OpenSSH Denial of Service And User Enumeration Vulnerabilities (Windows) |
| **Severity** | **High** | **Port** | TCP: 22 |
| **Target** | 172.28.137.112(22) | | |
| **CVS 3.0**  **Score** | 7.5 | | |
| **Detail** | Multiple flaws exist due to:  - The auth\_password function in 'auth-passwd.c' script does not limit password  lengths for password authentication.  - The sshd in OpenSSH, when SHA256 or SHA512 are used for user password hashing  uses BLOWFISH hashing on a static password when the username does not exist  and it takes much longer to calculate SHA256/SHA512 hash than BLOWFISH hash. | | |
| **Solution** | Upgrade to OpenSSH version 7.3 or later. | | |
| **Remark** | CVE: CVE-2016-6515 CVE: CVE-2016-6210 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 41 | **Finding** | SSL/TLS: Deprecated TLSv1.0 and TLSv1.1 Protocol Detection |
| **Severity** | **Medium** | **Port** | TCP: 443, 636, 1129, 3031, 3269, 3389, 3978, 4300, 4316, 5989, 6101, 6301, 7630, 8443, 8444, 9080, 10102 |
| **Target** | 172.28.130.33(636, 3269, 3389), 172.28.130.128(3389), 172.28.130.190(3389, 8443, 8444), 172.28.131.23(443, 5989, 9080), 172.28.131.24(3031), 172.28.131.48(3389), 172.28.131.49(3389, 10102), 172.28.131.102(443, 3389, 6101, 6301), 172.28.131.105(3389, 8444), 172.28.131.108(3389), 172.28.135.189(3389), 172.28.135.223(3389), 172.28.136.111(1129, 3389), 172.28.136.118(1129, 3389), 172.28.136.141(1129, 3389), 172.28.136.153(443, 3389), 172.28.137.52(1129, 4300), 172.28.137.112(1129, 4316, 7630), 172.28.188.167(443), 172.28.188.168(443, 3978), 172.28.190.131(3389), 172.28.190.133(443, 1129, 3389), 172.28.190.139(3389), 172.28.190.153(443, 3389) | | |
| **CVS 3.0**  **Score** | 4.3 | | |
| **Detail** | The TLSv1.0 and TLSv1.1 protocols contain known cryptographic  flaws like:   - CVE-2011-3389: Browser Exploit Against SSL/TLS (BEAST)   - CVE-2015-0204: Factoring Attack on RSA-EXPORT Keys Padding Oracle On Downgraded Legacy  Encryption (FREAK) | | |
| **Solution** | It is recommended to disable the deprecated TLSv1.0 and/or  TLSv1.1 protocols in favor of the TLSv1.2+ protocols. Please see the references for more  information. | | |
| **Remark** | CVE: CVE-2011-3389 CVE: CVE-2015-0204 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 42 | **Finding** | Cleartext Transmission of Sensitive Information via HTTP |
| **Severity** | **Medium** | **Port** | TCP: 80, 2021, 4848, 6161, 8001, 8080, 9200 |
| **Target** | 172.28.130.33(6161), 172.28.130.35(80), 172.28.130.128(2021), 172.28.130.190(8080), 172.28.131.24(9200), 172.28.131.49(4848), 172.28.137.52(8001) | | |
| **CVS 3.0**  **Score** | 4.8 | | |
| **Detail** | None | | |
| **Solution** | Enforce the transmission of sensitive data via an encrypted SSL/TLS connection.  Additionally make sure the host / application is redirecting all users to the secured SSL/TLS connection before  allowing to input sensitive data into the mentioned functions. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 43 | **Finding** | DCE/RPC and MSRPC Services Enumeration Reporting |
| **Severity** | **Medium** | **Port** | TCP: 135 |
| **Target** | 172.28.130.33(135), 172.28.130.35(135), 172.28.130.37(135), 172.28.130.128(135), 172.28.130.190(135), 172.28.131.48(135), 172.28.131.49(135), 172.28.131.102(135), 172.28.131.105(135), 172.28.131.108(135), 172.28.135.189(135), 172.28.135.223(135), 172.28.136.111(135), 172.28.136.118(135), 172.28.136.141(135), 172.28.136.153(135), 172.28.190.131(135), 172.28.190.133(135), 172.28.190.153(135) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | Filter incoming traffic to this ports. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 44 | **Finding** | SMTP Server on non standard port |
| **Severity** | **Medium** | **Port** | TCP: 475, 476, 477, 2525, 25000 |
| **Target** | 172.28.130.35(475, 476, 477, 2525), 172.28.130.37(475, 476, 477, 2525), 172.28.137.52(25000) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | Check and clean your configuration. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 45 | **Finding** | PHP 7.3.33, 7.4.x 7.4.26, 8.0.x 8.0.13 Security Update (Nov 2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | Fixed bug #79971 (special character is breaking the path in xml  function). | | |
| **Solution** | Update to version 7.3.33, 7.4.26, 8.0.13 or later. | | |
| **Remark** | CVE: CVE-2021-21707 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 46 | **Finding** | Sensitive File Disclosure (HTTP) |
| **Severity** | **Medium** | **Port** | TCP: 2020 |
| **Target** | 172.28.130.128(2020) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | The sensitive files shouldn't be accessible via a web server.  Restrict access to it or remove it completely. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 47 | **Finding** | PHP 7.3.30, 7.4.x 7.4.23, 8.0.x 8.0.10 Security Update (Aug 2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | Update to version 7.3.30, 7.4.23, 8.0.10 or later. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 48 | **Finding** | PHP 7.3.30, 7.4.x 7.4.23, 8.0.x 8.0.10 Security Update (Sep 2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | Fixed bug #81420 (ZipArchive::extractTo extracts outside of  destination). | | |
| **Solution** | Update to version 7.3.31, 7.4.24, 8.0.11 or later. | | |
| **Remark** | CVE: CVE-2021-21706 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 49 | **Finding** | Missing `httpOnly` Cookie Attribute |
| **Severity** | **Medium** | **Port** | TCP: 2020, 2021, 7630, 8081 |
| **Target** | 172.28.130.128(2020, 2021), 172.28.137.52(8081), 172.28.137.112(7630) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw is due to a cookie is not using the 'httpOnly' attribute. This  allows a cookie to be accessed by JavaScript which could lead to session hijacking attacks. | | |
| **Solution** | Set the 'httpOnly' attribute for any session cookie. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 50 | **Finding** | FTP Unencrypted Cleartext Login |
| **Severity** | **Medium** | **Port** | TCP: 21 |
| **Target** | 172.28.130.128(21) | | |
| **CVS 3.0**  **Score** | 4.8 | | |
| **Detail** | None | | |
| **Solution** | Enable FTPS or enforce the connection via the 'AUTH TLS' command. Please see  the manual of the FTP service for more information. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 51 | **Finding** | QuickPHP index.php Remote Source Code Disclosure Vulnerability |
| **Severity** | **Medium** | **Port** | TCP: 2020 |
| **Target** | 172.28.130.128(2020) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | No known solution was made available for at least one year since the  disclosure of this vulnerability. Likely none will be provided anymore. General solution options are to  upgrade to a newer release, disable respective features, remove the product or replace the product by  another one. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 52 | **Finding** | PHP 7.3.28, 7.4.x 7.4.18 IMAP Header Injection Vulnerability (Apr 2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 2021 |
| **Target** | 172.28.130.128(2021) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | Update to version 7.3.28, 7.4.18 or later. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 53 | **Finding** | SSL/TLS: Report Weak Cipher Suites |
| **Severity** | **Medium** | **Port** | TCP: 443, 3031, 3389 |
| **Target** | 172.28.130.128(3389), 172.28.131.24(3031), 172.28.131.105(3389), 172.28.131.108(3389), 172.28.135.223(3389), 172.28.136.111(3389), 172.28.136.153(443), 172.28.188.167(443), 172.28.188.168(443), 172.28.190.131(3389), 172.28.190.133(3389), 172.28.190.139(3389) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | These rules are applied for the evaluation of the cryptographic  strength:  - RC4 is considered to be weak (CVE-2013-2566, CVE-2015-2808)  - Ciphers using 64 bit or less are considered to be vulnerable to brute force methods  and therefore considered as weak (CVE-2015-4000)  - 1024 bit RSA authentication is considered to be insecure and therefore as weak  - Any cipher considered to be secure for only the next 10 years is considered as medium  - Any other cipher is considered as strong | | |
| **Solution** | The configuration of this services should be changed so  that it does not accept the listed weak cipher suites anymore.  Please see the references for more resources supporting you with this task. | | |
| **Remark** | CVE: CVE-2013-2566 CVE: CVE-2015-2808 CVE: CVE-2015-4000 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 54 | **Finding** | Apache Tomcat HTTP Request Smuggling Vulnerability (Jul 2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | Apache Tomcat does not correctly parse the HTTP transfer-encoding  request header in some circumstances leading to the possibility to request smuggling when used  with a reverse proxy. Specifically: Tomcat incorrectly ignores the transfer-encoding header if  the client declared it would only accept an HTTP/1.0 response. Tomcat honours the identify  encoding and Tomcat does not ensure that, if present, the chunked encoding is the final encoding. | | |
| **Solution** | Update to version 8.5.68, 9.0.48, 10.0.7 or later. | | |
| **Remark** | CVE: CVE-2021-33037 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 55 | **Finding** | SSL/TLS: Diffie-Hellman Key Exchange Insufficient DH Group Strength Vulnerability |
| **Severity** | **Medium** | **Port** | TCP: 3389, 7630, 8091, 8181, 8443, 9090, 10102 |
| **Target** | 172.28.130.190(8443), 172.28.131.24(8091, 9090), 172.28.131.49(8181, 10102), 172.28.131.108(3389), 172.28.135.223(3389), 172.28.136.111(3389), 172.28.137.112(7630), 172.28.190.131(3389), 172.28.190.133(3389), 172.28.190.139(3389) | | |
| **CVS 3.0**  **Score** | 4.0 | | |
| **Detail** | The Diffie-Hellman group are some big numbers that are used as base for  the DH computations. They can be, and often are, fixed. The security of the final secret depends on the size  of these parameters. It was found that 512 and 768 bits to be weak, 1024 bits to be breakable by really  powerful attackers like governments. | | |
| **Solution** | Deploy (Ephemeral) Elliptic-Curve Diffie-Hellman (ECDHE) or use  a 2048-bit or stronger Diffie-Hellman group (see the references).   For Apache Web Servers:  Beginning with version 2.4.7, mod\_ssl will use DH parameters which include primes with lengths of more than 1024 bits. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 56 | **Finding** | Apache Tomcat Security Manager Bypass Vulnerability - Feb16 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 6.3 | | |
| **Detail** | The flaw is due to an improper validation of  'ResourceLinkFactory.setGlobalContext()' method and is accessible by web  applications running under a security manager without any checks. | | |
| **Solution** | Upgrade to version 7.0.68 or  8.0.32 or 9.0.0.M3 or later. | | |
| **Remark** | CVE: CVE-2016-0763 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 57 | **Finding** | Apache Tomcat XSS Vulnerability - May19 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 6.1 | | |
| **Detail** | The SSI printenv command in Apache Tomcat echoes user provided data without  escaping and is, therefore, vulnerable to XSS. SSI is disabled by default. The printenv command is intended for  debugging and is unlikely to be present in a production website. | | |
| **Solution** | Update to version 7.0.94, 8.5.40, 9.0.18 or later. | | |
| **Remark** | CVE: CVE-2019-0221 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 58 | **Finding** | SSL/TLS: Renegotiation DoS Vulnerability (CVE-2011-1473, CVE-2011-5094) |
| **Severity** | **Medium** | **Port** | TCP: 443, 3031, 3978, 5007, 5989, 6101, 6301, 7630, 8091, 8443, 9080, 9090, 10102 |
| **Target** | 172.28.130.190(8443), 172.28.131.23(443, 5989, 9080), 172.28.131.24(3031, 8091, 9090), 172.28.131.49(10102), 172.28.131.102(6101, 6301), 172.28.137.112(7630), 172.28.188.168(3978, 5007) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw exists because the remote SSL/TLS service does not  properly restrict client-initiated renegotiation within the SSL and TLS protocols.  Note: The referenced CVEs are affecting OpenSSL and Mozilla Network Security Services (NSS) but  both are in a DISPUTED state with the following rationale:  > It can also be argued that it is the responsibility of server deployments, not a security  library, to prevent or limit renegotiation when it is inappropriate within a specific environment.  Both CVEs are still kept in this VT as a reference to the origin of this flaw. | | |
| **Solution** | Users should contact their vendors for specific patch information.  A general solution is to remove/disable renegotiation capabilities altogether from/in the affected  SSL/TLS service. | | |
| **Remark** | CVE: CVE-2011-1473 CVE: CVE-2011-5094 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 59 | **Finding** | Apache Tomcat NIO/NIO2 Connectors Information Disclosure Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | The flaw exists due to an error where a  mishandling of close in 'NIO/NIO2' connectors, user sessions can get mixed up. | | |
| **Solution** | Upgrade to Apache Tomcat version 9.0.10,  8.5.32 or later. Please see the references for more information. | | |
| **Remark** | CVE: CVE-2018-8037 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 60 | **Finding** | Apache Tomcat Request Object Security Bypass Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw is due to improper recycling of the request object before  processing the next request when logging certain actions, allowing attackers  to gain sensitive information like remote IP address and HTTP headers which  is being carried forward to the next request. | | |
| **Solution** | Upgrade Apache Tomcat to 6.0.34, 7.0.22 or later. | | |
| **Remark** | CVE: CVE-2011-3375 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 61 | **Finding** | Apache Tomcat Information Disclosure Vulnerability - Jan21 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | When serving resources from a network location using the NTFS file system  it was possible to bypass security constraints and/or view the source code for JSPs in some configurations.  The root cause was the unexpected behaviour of the JRE API File.getCanonicalPath() which in turn was caused  by the inconsistent behaviour of the Windows API (FindFirstFileW) in some circumstances. | | |
| **Solution** | Update to version 7.0.107, 8.5.60, 9.0.40, 10.0.0-M10 or later. | | |
| **Remark** | CVE: CVE-2021-24122 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 62 | **Finding** | Apache Tomcat ServletSecurity Annotations Security Bypass Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.8 | | |
| **Detail** | The flaw is due to when a web application  was started, ServletSecurity annotations were ignored. This meant that some  areas of the application may not have been protected as expected. | | |
| **Solution** | Upgrade to Tomcat version 7.0.11 or later. | | |
| **Remark** | CVE: CVE-2011-1088 CVE: CVE-2011-1419 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 63 | **Finding** | Apache Tomcat Multiple Security Bypass Vulnerabilities (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaws are due to errors in the HTTP Digest Access Authentication  implementation,  - which fails to check 'qop' and 'realm' values and allows to bypass  access restrictions.  - Catalina used as the hard-coded server secret in the  DigestAuthenticator.java bypasses cryptographic protection mechanisms.  - which fails to have the expected countermeasures against replay attacks. | | |
| **Solution** | Upgrade Apache Tomcat to 5.5.34, 6.0.33, 7.0.12 or later. | | |
| **Remark** | CVE: CVE-2011-1184 CVE: CVE-2011-5062 CVE: CVE-2011-5063 CVE: CVE-2011-5064 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 64 | **Finding** | Apache Tomcat HTTP/2 Vulnerability - Oct20 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 4.3 | | |
| **Detail** | If an HTTP/2 client exceeded the agreed maximum number of concurrent streams  for a connection (in violation of the HTTP/2 protocol), it is possible that a subsequent request made on that  connection could contain HTTP headers - including HTTP/2 pseudo headers - from a previous request rather than  the intended headers. This could lead to users seeing responses for unexpected resources. | | |
| **Solution** | Update to version 8.5.58, 9.0.38, 10.0.0-M8 or later. | | |
| **Remark** | CVE: CVE-2020-13943 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 65 | **Finding** | Apache Tomcat Directory Disclosure Vulnerability - Feb16 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | The flaw is due to an improper accessing a  directory protected by a security constraint with a URL that did not end in  a slash. | | |
| **Solution** | Upgrade to version 6.0.45 or 7.0.67 or  8.0.30 or 9.0.0.M3 later. | | |
| **Remark** | CVE: CVE-2015-5345 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 66 | **Finding** | Apache Tomcat Session Fixation Vulnerability (Nov 2012) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 6.8 | | |
| **Detail** | java/org/apache/catalina/authenticator/FormAuthenticator.java  in the form authentication feature does not properly handle the relationships between  authentication requirements and sessions, which allows remote attackers to inject a request into  a session by sending this request during completion of the login form, a variant of a session  fixation attack. | | |
| **Solution** | Update to version 6.0.37, 7.0.33 or later. | | |
| **Remark** | CVE: CVE-2013-2067 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 67 | **Finding** | SSL/TLS: Certificate Expired |
| **Severity** | **Medium** | **Port** | TCP: 3031, 7630, 8444 |
| **Target** | 172.28.130.190(8444), 172.28.131.24(3031), 172.28.137.112(7630) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | This script checks expiry dates of certificates associated with  SSL/TLS-enabled services on the target and reports whether any have already expired. | | |
| **Solution** | Replace the SSL/TLS certificate by a new one. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 68 | **Finding** | Apache Tomcat Denial Of Service Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | Flaw due to improper validation of an error in the way CRLF sequences at the  end of data chunks are processed by chunked transfer encoding. | | |
| **Solution** | Apply patch or upgrade Apache Tomcat to 7.0.30 or 6.0.38 or later. | | |
| **Remark** | CVE: CVE-2012-3544 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 69 | **Finding** | Apache Tomcat JNDI Realm Authentication Weakness Vulnerability (Jul 2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8081, 8443, 8444 |
| **Target** | 172.28.130.190(443, 8080, 8081, 8443, 8444) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | Queries made by the JNDI Realm do not always correctly escape  parameters. Parameter values could be sourced from user provided data (eg user names) as well as  configuration data provided by an administrator. In limited circumstances it is possible for  users to authenticate using variations of their user name and/or to bypass some of the protection  provided by the LockOut Realm. | | |
| **Solution** | Update to version 7.0.109, 8.5.66, 9.0.46, 10.0.6 or later. | | |
| **Remark** | CVE: CVE-2021-30640 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 70 | **Finding** | Apache Tomcat Limited Directory Traversal Vulnerability - Feb16 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 4.3 | | |
| **Detail** | The flaw is due to an improper validation of  path while accessing resources via the ServletContext methods getResource(),  getResourceAsStream() and getResourcePaths() the paths should be limited to  the current web application. | | |
| **Solution** | Upgrade to version 6.0.45 or 7.0.65 or  8.0.27 or later. | | |
| **Remark** | CVE: CVE-2015-5174 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 71 | **Finding** | Apache Tomcat SecurityManager Security Bypass Vulnerability - Jun15 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw is due to the Expression Language  does not properly consider the possibility of an accessible interface  implemented by an inaccessible class. | | |
| **Solution** | Upgrade to version 6.0.44 or 7.0.58 or  8.0.16 or later. | | |
| **Remark** | CVE: CVE-2014-7810 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 72 | **Finding** | Apache Tomcat DoS Vulnerability (Mar 2015) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 6.4 | | |
| **Detail** | The flaw is due to ChunkedInputFilter implementation in Apache  Tomcat did not fail subsequent attempts to read input after a failure occurred. | | |
| **Solution** | Update to version 6.0.42, 7.0.55, 8.0.9 or later. | | |
| **Remark** | CVE: CVE-2014-0227 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 73 | **Finding** | Apache Tomcat Multiple Security Bypass Vulnerabilities (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaws are due to error in HTTP digest access authentication  implementation, which does not properly validate for,  - stale nonce values in conjunction with enforcement of proper credentials  - caches information about the authenticated user within the session state  - cnonce values instead of nonce and nc values. | | |
| **Solution** | Apply patch or upgrade Apache Tomcat to 5.5.36, 6.0.36, 7.0.30 or later. | | |
| **Remark** | CVE: CVE-2012-5887 CVE: CVE-2012-5886 CVE: CVE-2012-5885 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 74 | **Finding** | Apache Tomcat HTTP NIO Denial Of Service Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw is due to error in  java/org/apache/coyote/http11/InternalNioInputBuffer.java in the HTTP NIO  connector, which does not properly restrict the request-header size. | | |
| **Solution** | Apply patch or upgrade Apache Tomcat to 6.0.36, 7.0.28 or later. | | |
| **Remark** | CVE: CVE-2012-2733 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 75 | **Finding** | SSL/TLS: Server Certificate / Certificate in Chain with RSA keys less than 2048 bits |
| **Severity** | **Medium** | **Port** | TCP: 443, 3031, 8443, 9090 |
| **Target** | 172.28.130.190(8443), 172.28.131.24(443, 3031, 9090) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | SSL/TLS certificates using RSA keys with less than 2048 bits are  considered unsafe. | | |
| **Solution** | Replace the certificate with a stronger key and reissue the  certificates it signed. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 76 | **Finding** | Apache Tomcat Parameter Handling Denial of Service Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw is due to improper handling of large numbers of parameters  and parameter values, allows attackers to cause denial of service via a  crafted request that contains many parameters and parameter values. | | |
| **Solution** | Upgrade Apache Tomcat to 5.5.35, 6.0.34, 7.0.23 or later. | | |
| **Remark** | CVE: CVE-2012-0022 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 77 | **Finding** | Apache Tomcat Security Bypass and Information Disclosure Vulnerabilities (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | Multiple flaws exist due to:  - An error in the system property replacement feature for configuration files.  - An error in the realm implementations in Apache Tomcat that does not process  the supplied password if the supplied user name did not exist.  - An error in the configured SecurityManager via a Tomcat utility method that  is accessible to web applications.  - An error in the configured SecurityManager via manipulation of the  configuration parameters for the JSP Servlet.  - An error in the ResourceLinkFactory implementation in Apache Tomcat that  does not limit web application access to global JNDI resources to those  resources explicitly linked to the web application. | | |
| **Solution** | Upgrade to Apache Tomcat version 9.0.0.M10  or 8.5.5 or 8.0.37 or 7.0.72 or 6.0.47 or later. | | |
| **Remark** | CVE: CVE-2016-6794 CVE: CVE-2016-0762 CVE: CVE-2016-5018 CVE: CVE-2016-6796 CVE: CVE-2016-6797 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 78 | **Finding** | Apache Tomcat Hash Collision Denial Of Service Vulnerability |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | The flaw is due to an error within a hash generation function when  computing hash values for form parameter and updating a hash table. This can  be exploited to cause a hash collision resulting in high CPU consumption via  a specially crafted form sent in a HTTP POST request. | | |
| **Solution** | Apply patch or upgrade Apache Tomcat to 5.5.35, 6.0.35, 7.0.23 or later. | | |
| **Remark** | CVE: CVE-2011-4858 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 79 | **Finding** | Apache Tomcat Security Constraint Incorrect Handling Access Bypass Vulnerabilities (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | Multiple flaws are due to:  - The system does not properly enforce security constraints that defined by  annotations of Servlets in certain cases, depending on the order that Servlets  are loaded.  - The URL pattern of '' (the empty string) which exactly maps to the context  root was not correctly handled when used as part of a security constraint  definition. | | |
| **Solution** | Upgrade to Apache Tomcat version 9.0.5,  8.5.28, 8.0.50, 7.0.85 or later. | | |
| **Remark** | CVE: CVE-2018-1305 CVE: CVE-2018-1304 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 80 | **Finding** | SSL/TLS: Certificate Signed Using A Weak Signature Algorithm |
| **Severity** | **Medium** | **Port** | TCP: 3031, 8443 |
| **Target** | 172.28.130.190(8443), 172.28.131.24(3031) | | |
| **CVS 3.0**  **Score** | 4.0 | | |
| **Detail** | The following hashing algorithms used for signing SSL/TLS certificates are considered cryptographically weak  and not secure enough for ongoing use:   - Secure Hash Algorithm 1 (SHA-1)   - Message Digest 5 (MD5)   - Message Digest 4 (MD4)   - Message Digest 2 (MD2)   Beginning as late as January 2017 and as early as June 2016, browser developers such as Microsoft and Google will begin warning users when visiting  web sites that use SHA-1 signed Secure Socket Layer (SSL) certificates.   NOTE: The script preference allows to set one or more custom SHA-1 fingerprints of CA certificates which are trusted by this routine. The fingerprints  needs to be passed comma-separated and case-insensitive:   Fingerprint1   or   fingerprint1, Fingerprint2 | | |
| **Solution** | Servers that use SSL/TLS certificates signed with a weak SHA-1, MD5, MD4 or MD2 hashing algorithm will need to obtain new  SHA-2 signed SSL/TLS certificates to avoid web browser SSL/TLS certificate warnings. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 81 | **Finding** | Apache Tomcat Open Redirect Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 8081, 8444 |
| **Target** | 172.28.130.190(8081, 8444) | | |
| **CVS 3.0**  **Score** | 4.3 | | |
| **Detail** | None | | |
| **Solution** | Update to version 7.0.91, 8.5.34, 9.0.12 or later. | | |
| **Remark** | CVE: CVE-2018-11784 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 82 | **Finding** | Weak Encryption Algorithm(s) Supported (SSH) |
| **Severity** | **Medium** | **Port** | TCP: 22 |
| **Target** | 172.28.131.23(22), 172.28.131.24(22), 172.28.188.167(22), 172.28.188.168(22) | | |
| **CVS 3.0**  **Score** | 4.3 | | |
| **Detail** | '- The 'arcfour' cipher is the Arcfour stream cipher with 128-bit  keys. The Arcfour cipher is believed to be compatible with the RC4 cipher [SCHNEIER]. Arcfour  (and RC4) has problems with weak keys, and should not be used anymore.   - The 'none' algorithm specifies that no encryption is to be done. Note that this method provides  no confidentiality protection, and it is NOT RECOMMENDED to use it.   - A vulnerability exists in SSH messages that employ CBC mode that may allow an attacker to  recover plaintext from a block of ciphertext. | | |
| **Solution** | Disable the reported weak encryption algorithm(s). | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 83 | **Finding** | SSL/TLS: Deprecated SSLv2 and SSLv3 Protocol Detection |
| **Severity** | **Medium** | **Port** | TCP: 3031 |
| **Target** | 172.28.131.24(3031) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | The SSLv2 and SSLv3 protocols contain known cryptographic  flaws like:  - CVE-2014-3566: Padding Oracle On Downgraded Legacy Encryption (POODLE)  - CVE-2016-0800: Decrypting RSA with Obsolete and Weakened eNcryption (DROWN) | | |
| **Solution** | It is recommended to disable the deprecated SSLv2 and/or SSLv3  protocols in favor of the TLSv1.2+ protocols. Please see the references for more information. | | |
| **Remark** | CVE: CVE-2016-0800 CVE: CVE-2014-3566 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 84 | **Finding** | jQuery 1.9.0 XSS Vulnerability |
| **Severity** | **Medium** | **Port** | TCP: 8090, 8091 |
| **Target** | 172.28.131.24(8090, 8091) | | |
| **CVS 3.0**  **Score** | 6.1 | | |
| **Detail** | The jQuery(strInput) function does not differentiate selectors  from HTML in a reliable fashion. In vulnerable versions, jQuery determined whether the input was  HTML by looking for the '' character anywhere in the string, giving attackers more flexibility  when attempting to construct a malicious payload. In fixed versions, jQuery only deems the input  to be HTML if it explicitly starts with the '' character, limiting exploitability only to  attackers who can control the beginning of a string, which is far less common. | | |
| **Solution** | Update to version 1.9.0 or later. | | |
| **Remark** | CVE: CVE-2012-6708 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 85 | **Finding** | SSL/TLS: Report Anonymous Cipher Suites |
| **Severity** | **Medium** | **Port** | TCP: 6101, 6301 |
| **Target** | 172.28.131.102(6101, 6301) | | |
| **CVS 3.0**  **Score** | 5.4 | | |
| **Detail** | Services supporting 'Anonymous' cipher suites could allow a  client to negotiate an SSL/TLS connection to the host without any authentication of the remote  endpoint. | | |
| **Solution** | The configuration of this services should be changed so  that it does not accept the listed 'Anonymous' cipher suites anymore.  Please see the references for more resources supporting you in this task. | | |
| **Remark** | CVE: CVE-2007-1858 CVE: CVE-2014-0351 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 86 | **Finding** | Oracle MySQL Server = 5.7.36 / 8.0 = 8.0.27 Security Update (cpujan2022) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.5 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.37, 8.0.28 or later. | | |
| **Remark** | CVE: CVE-2021-22946 CVE: CVE-2022-21367 CVE: CVE-2022-21270 CVE: CVE-2022-21304 CVE: CVE-2022-21344 CVE: CVE-2022-21303 CVE: CVE-2022-21245 CVE: CVE-2021-22947 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 87 | **Finding** | Oracle MySQL Server = 5.6.50 / 5.7 = 5.7.32 / 8.0 = 8.0.22 Security Update (cpujan2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 4.9 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.51, 5.7.33, 8.0.23 or later. | | |
| **Remark** | CVE: CVE-2021-2022 CVE: CVE-2021-2060 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 88 | **Finding** | Oracle Mysql Security Updates (oct2017-3236626) 04 - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | Multiple flaws exist due to:  - An error in 'Client programs' component.  - An error in 'Server: DDL'.  - An error in 'Server: Replication' | | |
| **Solution** | Apply the patch from the referenced advisory. | | |
| **Remark** | CVE: CVE-2017-10379 CVE: CVE-2017-10384 CVE: CVE-2017-10268 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 89 | **Finding** | Oracle MySQL Server = 5.7.30 / 8.0 = 8.0.17 Security Update (cpuapr2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 4.9 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.31, 8.0.18 or later. | | |
| **Remark** | CVE: CVE-2021-2160 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 90 | **Finding** | Oracle Mysql Security Updates (jul2017-3236622) 02 - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 4.2 | | |
| **Detail** | Multiple flaws exist due to   - A flaw in the Client mysqldump component.   - A flaw in the Server: DDL component.   - A flaw in the C API component.   - A flaw in the Connector/C component.   - A flaw in the Server: Charsets component. | | |
| **Solution** | Apply the patch from the referenced advisory. | | |
| **Remark** | CVE: CVE-2017-3651 CVE: CVE-2017-3653 CVE: CVE-2017-3652 CVE: CVE-2017-3635 CVE: CVE-2017-3648 CVE: CVE-2017-3641 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 91 | **Finding** | Oracle Mysql Security Updates (jul2017-3236622) 03 - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | The flaw exists due to an error in the Client  programs component. | | |
| **Solution** | Apply the patch from the referenced advisory. | | |
| **Remark** | CVE: CVE-2017-3636 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 92 | **Finding** | Oracle MySQL Server = 5.6.42 / 5.7 = 5.7.24 / 8.0 = 8.0.13 Security Update (cpuapr2019) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | Difficult to exploit vulnerability allows unauthenticated attacker with  network access via multiple protocols to compromise MySQL Server. Successful attacks of this vulnerability can  result in unauthorized access to critical data or complete access to all MySQL Server accessible data. | | |
| **Solution** | Update to version 5.6.43, 5.7.25, 8.0.14 or later. | | |
| **Remark** | CVE: CVE-2018-3123 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 93 | **Finding** | Oracle Mysql Security Updates (jan2018-3236628) 02 - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | Multiple flaws exist due to:  - An error in the 'Server: DDL' component.  - Multiple errors in the 'Server: Optimizer' component. | | |
| **Solution** | Apply the patch from the referenced advisory. | | |
| **Remark** | CVE: CVE-2018-2668 CVE: CVE-2018-2665 CVE: CVE-2018-2622 CVE: CVE-2018-2640 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 94 | **Finding** | Oracle MySQL Server = 5.6.45 / 5.7 = 5.7.27 Security Update (cpuoct2019) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | Oracle MySQL Server is prone to multiple vulnerabilities.  For further information refer to the official advisory via the referenced link. | | |
| **Solution** | Update to version 5.6.46, 5.7.28 or later. | | |
| **Remark** | CVE: CVE-2019-2922 CVE: CVE-2019-2923 CVE: CVE-2019-2924 CVE: CVE-2019-2910 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 95 | **Finding** | Oracle MySQL Server = 5.7.32 / 8.0 = 8.0.22 Security Update (cpuapr2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.33, 8.0.23 or later. | | |
| **Remark** | CVE: CVE-2020-1971 CVE: CVE-2021-2178 CVE: CVE-2021-2202 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 96 | **Finding** | Oracle MySQL Server = 5.7.34 / 8.0 = 8.0.25 Security Update (cpujul2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.35, 8.0.26 or later. | | |
| **Remark** | CVE: CVE-2021-22901 CVE: CVE-2019-17543 CVE: CVE-2021-2389 CVE: CVE-2021-2390 CVE: CVE-2021-2356 CVE: CVE-2021-2385 CVE: CVE-2021-2342 CVE: CVE-2021-2372 CVE: CVE-2021-22897 CVE: CVE-2021-22898 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 97 | **Finding** | Oracle Mysql Security Updates (apr2018-3678067) 04 - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | Multiple flaws exist due to  - Multiple errors in the 'Client programs' component of MySQL Server.  - An error in the 'Server: Locking' component of MySQL Server.  - An error in the 'Server: Optimizer' component of MySQL Server.  - Multiple errors in the 'Server: DDL' component of MySQL Server.  - Multiple errors in the 'Server: Replication' component of MySQL Server.  - An error in the 'InnoDB' component of MySQL Server.  - An error in the 'Server : Security : Privileges' component of MySQL Server. | | |
| **Solution** | Apply the latest patch from vendor. Please see the references for more information. | | |
| **Remark** | CVE: CVE-2018-2761 CVE: CVE-2018-2771 CVE: CVE-2018-2781 CVE: CVE-2018-2773 CVE: CVE-2018-2817 CVE: CVE-2018-2813 CVE: CVE-2018-2755 CVE: CVE-2018-2819 CVE: CVE-2018-2818 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 98 | **Finding** | Oracle MySQL Server = 5.6.44 / 5.7 = 5.7.26 / 8.0 = 8.0.16 Security Update (cpuoct2019) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.2 | | |
| **Detail** | Easily exploitable vulnerability allows unauthenticated attacker with logon to  the infrastructure where MySQL Server executes to compromise MySQL Server. | | |
| **Solution** | Update to version 5.6.45, 5.7.27, 8.0.17 or later. | | |
| **Remark** | CVE: CVE-2019-2969 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 99 | **Finding** | Oracle MySQL Server = 5.6.49 / 5.7 = 5.7.31 / 8.0 = 8.0.21 Security Update (cpuoct2020) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.50, 5.7.32, 8.0.22 or later. | | |
| **Remark** | CVE: CVE-2020-14765 CVE: CVE-2020-14769 CVE: CVE-2020-14812 CVE: CVE-2020-14793 CVE: CVE-2020-14672 CVE: CVE-2020-14867 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 100 | **Finding** | Oracle MySQL Security Update (cpujul2018 - 04) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 4.9 | | |
| **Detail** | Multiple flaws exist due to an error in the  'Server: Security: Privileges' component of MySQL Server. | | |
| **Solution** | The vendor has released updates. Please see the references for  more information. | | |
| **Remark** | CVE: CVE-2018-3063 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 101 | **Finding** | Oracle MySQL Server = 5.6.46 / 5.7 = 5.7.26 Security Update (cpuapr2020) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.47, 5.7.27 or later. | | |
| **Remark** | CVE: CVE-2019-1547 CVE: CVE-2019-1549 CVE: CVE-2019-1552 CVE: CVE-2019-1563 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 102 | **Finding** | Oracle MySQL Server = 5.6.44 / 5.7 = 5.7.26 / 8.0 = 8.0.16 Security Update (cpujul2019) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.5 | | |
| **Detail** | Oracle MySQL Server is prone to multiple denial of service vulnerabilities.  For further information refer to the official advisory via the referenced link. | | |
| **Solution** | Update to version 5.6.45, 5.7.27, 8.0.17 or later. | | |
| **Remark** | CVE: CVE-2019-2805 CVE: CVE-2019-2740 CVE: CVE-2019-2819 CVE: CVE-2019-2739 CVE: CVE-2019-2737 CVE: CVE-2019-2738 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 103 | **Finding** | Oracle MySQL Server = 5.6.46 Security Update (cpujan2020) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.47 or later. | | |
| **Remark** | CVE: CVE-2020-2579 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 104 | **Finding** | Oracle MySQL Backronym Vulnerability June16 (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | The flaw exists due to improper validation  of MySQL client library when establishing a secure connection to a MySQL  server using the --ssl option. | | |
| **Solution** | Upgrade to version Oracle MySQL Server 5.7.3 or  later. | | |
| **Remark** | CVE: CVE-2015-3152 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 105 | **Finding** | Oracle MySQL Server = 5.7.33 Security Update (cpuapr2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 4.9 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.7.34 or later. | | |
| **Remark** | CVE: CVE-2021-2154 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 106 | **Finding** | Oracle Mysql Security Updates (oct2017-3236626) 02 - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | The flaw exists due to an error in  'Server: Optimizer' | | |
| **Solution** | Apply the patch from the referenced advisory. | | |
| **Remark** | CVE: CVE-2017-10378 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 107 | **Finding** | Oracle MySQL Server = 5.6.45 / 5.7 = 5.7.27 / 8.0 = 8.0.17 Security Update (cpuoct2019) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 6.5 | | |
| **Detail** | Oracle MySQL Server is prone to multiple vulnerabilities.  For further information refer to the official advisory via the referenced link. | | |
| **Solution** | Update to version 5.6.46, 5.7.28, 8.0.18 or later. | | |
| **Remark** | CVE: CVE-2019-2974 CVE: CVE-2019-2911 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 108 | **Finding** | Oracle MySQL Server = 5.6.50 / 5.7 = 5.7.30 / 8.0 = 8.0.17 Security Update (cpujan2021) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 4.9 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.51, 5.7.31, 8.0.18 or later. | | |
| **Remark** | CVE: CVE-2021-2001 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 109 | **Finding** | Oracle MySQL Server = 5.6.43 / 5.7 = 5.7.25 / 8.0 = 8.0.15 Security Update (cpuapr2019) - Windows |
| **Severity** | **Medium** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 5.9 | | |
| **Detail** | The attacks range in variety and difficulty. Most of them allow an attacker  with network access via multiple protocols to compromise the MySQL Server.  For further information refer to the official advisory via the referenced link. | | |
| **Solution** | Update to version 5.6.44, 5.7.26, 8.0.16 or later. | | |
| **Remark** | CVE: CVE-2019-1559 CVE: CVE-2019-2683 CVE: CVE-2019-2627 CVE: CVE-2019-2614 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 110 | **Finding** | VNC Server Unencrypted Data Transmission |
| **Severity** | **Medium** | **Port** | TCP: 5900 |
| **Target** | 172.28.135.223(5900) | | |
| **CVS 3.0**  **Score** | 4.8 | | |
| **Detail** | None | | |
| **Solution** | Run the session over an encrypted channel provided by IPsec [RFC4301] or SSH [RFC4254].  Some VNC server vendors are also providing more secure Security Types within their products. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 111 | **Finding** | Weak Host Key Algorithm(s) (SSH) |
| **Severity** | **Medium** | **Port** | TCP: 22 |
| **Target** | 172.28.137.52(22), 172.28.137.112(22) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | None | | |
| **Solution** | Disable the reported weak host key algorithm(s). | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 112 | **Finding** | OpenSSH sftp-server Security Bypass Vulnerability (Windows) |
| **Severity** | **Medium** | **Port** | TCP: 22 |
| **Target** | 172.28.137.112(22) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | The flaw exists in the 'process\_open' function  in sftp-server.c script which does not properly prevent write operations in  readonly mode. | | |
| **Solution** | Upgrade to OpenSSH version 7.6 or later. | | |
| **Remark** | CVE: CVE-2017-15906 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 113 | **Finding** | OpenSSH auth2-gss.c User Enumeration Vulnerability - Windows |
| **Severity** | **Medium** | **Port** | TCP: 22 |
| **Target** | 172.28.137.112(22) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | The flaw exists in the 'auth-gss2.c' source code file of the  affected software and is due to insufficient validation of an authentication request packet when  the Guide Star Server II (GSS2) component is used on an affected system. | | |
| **Solution** | No known solution was made available for at least one year  since the disclosure of this vulnerability. Likely none will be provided anymore. General solution  options are to upgrade to a newer release, disable respective features, remove the product or  replace the product by another one. | | |
| **Remark** | CVE: CVE-2018-15919 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 114 | **Finding** | OpenSSH 7.8 User Enumeration Vulnerability - Windows |
| **Severity** | **Medium** | **Port** | TCP: 22 |
| **Target** | 172.28.137.112(22) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | The flaw is due to not delaying bailout for an invalid  authenticating user until after the packet containing the request has been fully parsed, related  to auth2-gss.c, auth2-hostbased.c, and auth2-pubkey.c | | |
| **Solution** | Update to version 7.8 or later. | | |
| **Remark** | CVE: CVE-2018-15473 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 115 | **Finding** | SSL/TLS: Missing `secure` Cookie Attribute |
| **Severity** | **Medium** | **Port** | TCP: 7630 |
| **Target** | 172.28.137.112(7630) | | |
| **CVS 3.0**  **Score** | 6.4 | | |
| **Detail** | The flaw is due to cookie is not using 'secure' attribute, which  allows cookie to be passed to the server by the client over non-secure channels (http) and allows attacker  to conduct session hijacking attacks. | | |
| **Solution** | Set the 'secure' attribute for any cookies that are sent over a SSL/TLS connection. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 116 | **Finding** | Weak Key Exchange (KEX) Algorithm(s) Supported (SSH) |
| **Severity** | **Medium** | **Port** | TCP: 22 |
| **Target** | 172.28.188.167(22), 172.28.188.168(22) | | |
| **CVS 3.0**  **Score** | 5.3 | | |
| **Detail** | '- 1024-bit MODP group / prime KEX algorithms:  Millions of HTTPS, SSH, and VPN servers all use the same prime numbers for Diffie-Hellman key  exchange. Practitioners believed this was safe as long as new key exchange messages were generated  for every connection. However, the first step in the number field sieve-the most efficient  algorithm for breaking a Diffie-Hellman connection-is dependent only on this prime.  A nation-state can break a 1024-bit prime. | | |
| **Solution** | Disable the reported weak KEX algorithm(s)  - 1024-bit MODP group / prime KEX algorithms:  Alternatively use elliptic-curve Diffie-Hellmann in general, e.g. Curve 25519. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 117 | **Finding** | SSL/TLS: Known Untrusted / Dangerous Certificate Authority (CA) Detection |
| **Severity** | **Medium** | **Port** | TCP: 443, 3978 |
| **Target** | 172.28.188.167(443), 172.28.188.168(443, 3978) | | |
| **CVS 3.0**  **Score** | 5.0 | | |
| **Detail** | None | | |
| **Solution** | Replace the SSL/TLS certificate with one signed by a trusted  CA. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 118 | **Finding** | TCP timestamps |
| **Severity** | **Low** | **Port** | TCP: 0 |
| **Target** | 172.28.130.128(0), 172.28.130.190(0), 172.28.131.23(0), 172.28.131.24(0), 172.28.131.48(0), 172.28.131.102(0), 172.28.131.105(0), 172.28.131.108(0), 172.28.135.188(0), 172.28.135.189(0), 172.28.135.223(0), 172.28.136.111(0), 172.28.136.118(0), 172.28.136.153(0), 172.28.137.112(0), 172.28.188.167(0), 172.28.188.168(0), 172.28.190.131(0), 172.28.190.133(0), 172.28.190.139(0) | | |
| **CVS 3.0**  **Score** | 2.6 | | |
| **Detail** | The remote host implements TCP timestamps, as defined by RFC1323/RFC7323. | | |
| **Solution** | To disable TCP timestamps on linux add the line 'net.ipv4.tcp\_timestamps = 0' to  /etc/sysctl.conf. Execute 'sysctl -p' to apply the settings at runtime.   To disable TCP timestamps on Windows execute 'netsh int tcp set global timestamps=disabled'   Starting with Windows Server 2008 and Vista, the timestamp can not be completely disabled.   The default behavior of the TCP/IP stack on this Systems is to not use the  Timestamp options when initiating TCP connections, but use them if the TCP peer  that is initiating communication includes them in their synchronize (SYN) segment.   See the references for more information. | | |
| **Remark** |  | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 119 | **Finding** | Apache Tomcat Information Disclosure Vulnerability (May 2013) - Windows |
| **Severity** | **Low** | **Port** | TCP: 443, 8080, 8443 |
| **Target** | 172.28.130.190(443, 8080, 8443) | | |
| **CVS 3.0**  **Score** | 2.6 | | |
| **Detail** | java/org/apache/catalina/core/AsyncContextImpl.java does not  properly handle the throwing of a RuntimeException in an AsyncListener in an application, which  allows context-dependent attackers to obtain sensitive request information intended for other  applications in opportunistic circumstances via an application that records the requests that it  processes. | | |
| **Solution** | Update to version 7.0.40 or later. | | |
| **Remark** | CVE: CVE-2013-2071 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 120 | **Finding** | SSL/TLS: SSLv3 Protocol CBC Cipher Suites Information Disclosure Vulnerability (POODLE) |
| **Severity** | **Low** | **Port** | TCP: 3031 |
| **Target** | 172.28.131.24(3031) | | |
| **CVS 3.0**  **Score** | 3.4 | | |
| **Detail** | The flaw is due to the block cipher padding not being deterministic and not covered by the Message Authentication Code | | |
| **Solution** | Possible Mitigations are:   - Disable SSLv3   - Disable cipher suites supporting CBC cipher modes   - Enable TLS\_FALLBACK\_SCSV if the service is providing TLSv1.0+ | | |
| **Remark** | CVE: CVE-2014-3566 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 121 | **Finding** | Oracle MySQL Security Update (cpujul2018 - 02) - Windows |
| **Severity** | **Low** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 3.3 | | |
| **Detail** | Multiple flaws exist due to errors in  'Server: Security: Encryption', 'Server: Options', 'MyISAM', 'Client mysqldump'  components of application. | | |
| **Solution** | The vendor has released updates. Please see the references for  more information. | | |
| **Remark** | CVE: CVE-2018-2767 CVE: CVE-2018-3066 CVE: CVE-2018-3058 CVE: CVE-2018-3070 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 122 | **Finding** | Oracle MySQL Server = 5.6.44 / 5.7 = 5.7.18 Security Update (cpujul2019) - Windows |
| **Severity** | **Low** | **Port** | TCP: 3307 |
| **Target** | 172.28.131.108(3307) | | |
| **CVS 3.0**  **Score** | 2.7 | | |
| **Detail** | None | | |
| **Solution** | Update to version 5.6.45, 5.7.19 or later. | | |
| **Remark** | CVE: CVE-2019-2730 | | |

|  |  |  |  |
| --- | --- | --- | --- |
| **ID.** | 123 | **Finding** | Weak MAC Algorithm(s) Supported (SSH) |
| **Severity** | **Low** | **Port** | TCP: 22 |
| **Target** | 172.28.188.167(22), 172.28.188.168(22) | | |
| **CVS 3.0**  **Score** | 2.6 | | |
| **Detail** | None | | |
| **Solution** | Disable the reported weak MAC algorithm(s). | | |
| **Remark** |  | | |



# 6 Port Discovery

| **Port** | **Protocol** | **Service** |
| --- | --- | --- |
| 22 | tcp | ssh |
| 80 | tcp | http |
| 81 | tcp | hosts2-ns |
| 111 | tcp | rpcbind |
| 135 | tcp | msrpc |
| 139 | tcp | netbios-ssn |
| 427 | tcp | svrloc |
| 443 | tcp | https |
| 445 | tcp | microsoft-ds |
| 902 | tcp | iss-realsecure |
| 1007 | tcp | unknown |
| 1010 | tcp | surf |
| 1011 | tcp | unknown |
| 1433 | tcp | ms-sql-s |
| 1556 | tcp | veritas\_pbx |
| 2007 | tcp | dectalk |
| 3011 | tcp | trusted-web |
| 3031 | tcp | eppc |
| 3211 | tcp | avsecuremgmt |
| 3301 | tcp | unknown |
| 3306 | tcp | mysql |
| 3389 | tcp | ms-wbt-server |
| 4000 | tcp | remoteanything |
| 4045 | tcp | lockd |
| 4848 | tcp | appserv-http |
| 5432 | tcp | postgresql |
| 5800 | tcp | vnc-http |
| 5900 | tcp | vnc |
| 5989 | tcp | wbem-https |
| 6001 | tcp | X11:1 |
| 6101 | tcp | backupexec |
| 7000 | tcp | afs3-fileserver |
| 8000 | tcp | http-alt |
| 8001 | tcp | vcom-tunnel |
| 8080 | tcp | http-proxy |
| 8081 | tcp | blackice-icecap |
| 8090 | tcp | opsmessaging |
| 8181 | tcp | intermapper |
| 8300 | tcp | tmi |
| 9000 | tcp | cslistener |
| 9080 | tcp | glrpc |
| 9090 | tcp | zeus-admin |
| 9200 | tcp | wap-wsp |
| 9998 | tcp | distinct32 |
| 10001 | tcp | scp-config |
| 13782 | tcp | netbackup |
| 27000 | tcp | flexlm0 |
| 49152 | tcp | unknown |
| 49153 | tcp | unknown |
| 49154 | tcp | unknown |
| 49155 | tcp | unknown |
| 49156 | tcp | unknown |
| 49157 | tcp | unknown |
| 49159 | tcp | unknown |
| 49167 | tcp | unknown |
| 50002 | tcp | iiimsf |
| 65000 | tcp | unknown |

# Appendix

## **7.1 About Nessus**

Nessus is a proprietary vulnerability scanner developed by Tenable, Inc. Nessus is trusted by more than 30,000 organizations worldwide as one of the most widely deployed security technologies on the planet - and the gold standard for vulnerability assessment.

Reference: https://www.tenable.com/products/nessus

### **7.1.1 Nessus vulnerabilities**

As information about new vulnerabilities are discovered and released into the public domain, Tenable, Inc. research staff designs programs to enable Nessus to detect them. These programs are named plugins, and are written in the Nessus proprietary scripting language, called Nessus Attack Scripting Language (NASL). Plugins contain vulnerability information, a generic set of remediation actions, and the algorithm to test for the presence of the security issue.

Reference: https://www.tenable.com/plugins

### **7.1.2 Nessus risk score**

There are four risk levels in this document: Critical, High, Medium, and Low. There are methods for determining the risk level. Based on the Common Vulnerability Scoring System (CVSS), a standard for assessing the severity of vulnerabilities in computer systems. Regarded by the NIAC (National Infrastructure Advisory Council), expert assessments are measured in a range of 0 – 10

| **Severity** | **Description** | **Score** |
| --- | --- | --- |
| Critical | Vulnerabilities that score in the critical range usually have most of the following characteristics:   * Exploitation of the vulnerability likely results in root-level compromise of servers or infrastructure devices. * Exploitation is usually straightforward, in the sense that the attacker does not need any special authentication credentials or knowledge about individual victims, and does not need to persuade a target user, for example via social engineering, into performing any special functions.   For critical vulnerabilities, is advised that you patch or upgrade as soon as possible, unless you have other mitigating measures in place. For example, a mitigating factor could be if your installation is not accessible from the Internet. | 9.0 – 10.0 |
| High | Vulnerabilities that score in the high range usually have some of the following characteristics:   * The vulnerability is difficult to exploit. * Exploitation could result in elevated privileges. * Exploitation could result in a significant data loss or downtime. | 7.0 – 8.9 |
| Medium | Vulnerabilities that score in the medium range usually have some of the following characteristics:   * Vulnerabilities that require the attacker to manipulate individual victims via social engineering tactics. * Denial of service vulnerabilities that are difficult to set up. * Exploits that require an attacker to reside on the same local network as the victim. * Vulnerabilities where exploitation provides only very limited access. * Vulnerabilities that require user privileges for successful exploitation. | 4.0 – 6.9 |
| Low | Vulnerabilities in the low range typically have very little impact on an organization's business. Exploitation of such vulnerabilities usually requires local or physical system access. | 0.1 – 3.9 |